
Description


Remote access provides an immediately scalable way to train with allied forces 

from anywhere, and helps you adhere to NZDF directives on combat-capability, 

flexibility, and readiness to operate alongside partners in cyber. Remote access 

eliminates the costs incurred by flying or housing soldiers halfway around the 

world, and will open up new opportunities for simulating joint operations with 

partners. 



As the NZDF builds out its own cyber ranges, having secure remote access will 

immediately allow for allied information exchange and training opportunities 

within the commercial sector. 

Value to the Warfighter


- Real-time monitoring and screen recordings available for playback. 


- Customizable training desktop environments with your loadout.


- Rapidly buildable and disposable virtual desktops.


- Cost & Wear-and-Tear savings from eliminating soldier travel/housing.



SECURE ACCESS TO REMOTE TRAINING CENTERS

Train in cyber ranges 
with allied forces 
from anywhere.

Aligning with the NZDF Strategic Plan



Provides access to allied resources for the NZDF to remain “combat capable, 

flexible and ready to operate alongside its partners” and develop a “range of 

military capabilities that are ready and able to be deployed anywhere in the 

world to operate in a range of high-threat environments.” 



Enables NZDF to “facilitate the passage of information and intelligence within 

the context of joint, multinational, and interagency operations.”

Training Center Features


Global interoperability: Deploy remote access pathways to training centers in 

any of over 250 global data centers to efficiently leverage allied resources.



Automated desktops at scale: Provide trainees with single-use desktops, 

launched with a click of a button and automatically configured with your 

custom loadout.



Instructor view: Watch your trainees desktops in real-time, and request screen 

control when needed.


